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Few exports at UW require an export license.  Even in situations where an item or technology appears 
on one of the lists of export-controlled items, there may be an exemption from license requirements, 
subject to certain documentation requirements.  If an export license 
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Fundamental Research Exclusion:  The Fundamental Research Exclusion states that �Z�Zt�����Z�v�}�o�}�P�Ç�[�[���}�Œ��
�Z�Z�•�}�(�š�Á���Œ���[�[���š�Z���š�����Œ�]�•���•�����µ�Œ�]�v�P�U���}�Œ���Œ���•�µ�o�š�•���(�Œ�}�u�U���(�µ�v�����u���v�š���o���Œ���•�����Œ���Z�����v�����]�•���]�v�š���v���������š�}���������‰�µ���o�]�•�Z�������]�•��
not subject to the EAR.  Fundamental research means research in science, engineering, or mathematics, 
the results of which ordinarily are published and shared broadly within the research community, and for 
which the researchers and/or the University have not accepted restrictions for proprietary or national 
security reasons. A requirement for publication or foreign national approvals by the sponsor will 
nullify the fundamental research exclusion.  There are limited exceptions, such as approval to publish 
in order to ascertain that the publication does not inadvertently disclose sponsor proprietary data or 
to delay publication in order to seek Intellectual Property Protection. 
 
Re-export: An actual shipment or transmission of items subject to export regulations from one foreign 
country to another foreign country. A re-export also occurs when releasing or otherwise transferring 
�Z�Ztechnology�[�[���}�Œ��software source code subject to the EAR to a foreign person of a country other than 
the foreign country where the release or transfer takes place (a deemed re-export).  For the purposes of 
the EAR, the export or re-export of items subject to the EAR that will transit through a country or 
countries to a new country, or are intended for re-export to the new country, are deemed to be exports 
to the new country and may require an export license. 
 
Technology/Technical data: Technology that may require an export license is information necessary for 
�š�Z�����^�����À���o�}�‰�u���v�š�U�_���^�‰�Œ�}���µ���š�]�}�v�U�_��or �^�µ�•���U�_���}�(�����v���]�š���u�X�� 

�^�����À���o�}�‰�u���v�š�_���]�•���Œ���o���š�������š�}�����o�o���•�š���P���•���‰�Œ�]�}�Œ���š�}���•���Œ�]���o���‰�Œ�}���µ���š�]�}�v�U���•�µ���Z�����•�W�������•�]�P�v�U�������•�]�P�v��
research, design analyses, design concepts, assembly and testing of prototypes, pilot production 
schemes, design data, process of transforming design data into a product, configuration design, 
integration design, layouts. 
 
�^�W�Œ�}���µ���š�]�}�v�_���u�����v�•�����o�o���‰�Œ�}���µ���š�]�}�v���•�š���P���•�U���•�µ���Z�����•�W���‰�Œ�}���µ���š�����v�P�]�v�����Œ�]�v�P�U���u���v�µ�(�����š�µ�Œ���U��
integration, assembly (mounting), inspection, testing, quality assurance. 
 
�^�h�•���_���]�v���o�µ�����•���}�‰���Œ���š�]�}�v�U���]�v�•�š���o�o���š�]�}�v���~�]�v���o�µ���]�v�P���}�v-site installation), maintenance (checking), 
repair, overhaul and refurbishing.   �^���v���_���]�•���š�Z�����l���Ç���Á�}�Œ���X�����D���Œ�����}�‰���Œ���š�]�}�v���}�(�����v���]�š���u��
���}�v�š�Œ�}�o�o���������Ç���š�Z���������Z���]�•���v�}�š�����v�����Æ�‰�}�Œ�š���}�(���^�µ�•���_���š�����Z�v�}�o�}�P�Ç�X�����/�š���u�µ�•�š���]�v���o�µ�������^�Œ���‰���]�Œ�_��
knowledge.  
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law.  No member of the UW community may engage in any activity, or commit the University to engage 
in any activity, that is contrary to U.S. export control laws and regulations, including the Export 
Administration Regulations (EAR, 15 CFR 730-780
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If an anticipated UW 
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- Providing assistance to �����(�}�Œ���]�P�v���P�}�À���Œ�v�u���v�š�[�•���u�]�o�]�š���Œ�Ç���}�Œ���•�‰���������}�Œ�P���v�]�Ì���š�]�}�v�•���}�Œ���u���v�µ�(�����š�µ�Œ���Œ�•��
�u���Ç���‹�µ���o�]�(�Ç�����•�������^�����(���v�•�����•���Œ�À�]�����X�_�����h�v�����Œ���š�Z����ITAR, a defense service can be provided using 
�•�}�o���o�Ç���]�v�(�}�Œ�u���š�]�}�v���]�v���š�Z�����‰�µ���o�]�������}�u���]�v�X�������v�Ç�����•�•�]�•�š���v�������š�}�������(�}�Œ���]�P�v���P�}�À���Œ�v�u���v�š�[�•���u�]�o�]�š���Œy or 
space operations will likely require US government authorization. 

- The transfer of export-controlled technical data to a foreign person in the U.S. is deemed to be 
an export to the home country of the foreign person (i.e., a deemed export.)  This includes the 
release of non-�‰�µ���o�]�����•�}�µ�Œ���������}�������}�Œ���]�v�(�}�Œ�u���š�]�}�v���Œ���o���š�������š�}���š�Z�����^�����À���o�}�‰�u���v�š�_�U���^�‰�Œ�}���µ���š�]�}�v�_�U��
�}�Œ���^�µ�•���_���}�(�����������>-listed item to a foreign person, entity or country.  Such transfer or release may 
be made through oral, visual, or other means.  Deemed exports are particularly relevant to 
university researchers given the nature of the activities that normally take place at a university.  
Whenever teaching or research activities involve export-controlled equipment, technology, or 
software, the involvement of foreign students or researchers, the activities may trigger export 
control compliance issues.  While most deemed exports will not require an export license, the 
following are examples of situations in which an export license may be required:  

o Involving foreign nationals in research projects where unallowable publication, foreign 
national, or national security restrictions are incorporated into a sponsored project; 

o Allowing a foreign person to have visual or physical access to an item that is export 
controlled;  

o A demonstration, briefing or presentation where export-controlled information will be 
shared and a foreign person is present; 

o A conversation with a foreign person, whether in person, virtually through electronic 
means or by phone in which export-controlled information will be shared with the 
foreign person; 

o Laboratory visits by foreign persons in which they may be exposed to export-controlled 
technical data on laboratory equipment; 

o Viewing of documents, hardware or technical drawings related to export-controlled 
equipment by a foreign person. 

o Saving export controlled information on a shared server or a cloud server; 
o E-mailing technical data to a person in a foreign country. 

 
In these situations, the University may: 

�x Determine that no export license is required;  

�x Determine that while an export license is ordinarily required, an exception to that requirement 
exists;  

�x Be required to obtain an export license (which may ultimately be approved or denied by the 
government); or  

�x Halt work on the project if the University determines it is unable or unwilling to seek an export 
license. 

 

Responsible Parties 
 
UW is committed to compliance with export control regulations and understands the importance of 
export controls in protecting the national security and foreign policy interests of the United States.  The 
University Provost is charged with oversight of all aspects of UW�[�•�����}�u�‰�o�]���v�������Á�]�š�Z�����Æ�‰�}�Œ�š�����}�v�š�Œ�}�o�•.   
 
The University Provost has delegated to the Director, Export Controls the authority to seek export 
licenses from the relevant government agencies in support of UW activities.  The Director, Export 
���}�v�š�Œ�}�o�•���]�•�����o�•�}���š�Z���������•�]�P�v���š�������^���u�‰�}�Á���Œ�������K�(�(�]���]���o�_�����•���‰���Œ��22 CFR §120.67 
 
If a proposed activity may violate U.S. export control regulations, the Director, Export Controls, has the 
authority to halt the activity.  If a violation has occurred, the Director, Export Controls also has the 
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for physical exports, interaction with sanctioned countries, the inapplicability of the fundamental 
research exclusion, defense services, etc.  Award terms and conditions are subsequently reviewed to 
ensure compliance with export control laws (e.g., open publication of research results, no national 
security restrictions, etc.)  Any agreements which contain language impacting the export control status 
of the project will be referred for evaluation to Export Controls.  In some circumstances, a Technology 
Control Plan may need to be agreed upon with the Principal Investigator.   
 

C. Sanctioned Countries 
 
In addition to University review of �^�(�}�Œ���]�P�v���]�v�(�o�µ���v�����_���(�}�Œ�����v�Ç�����v�P���P���u���v�š�•���Á�]�š�Z���•���v���š�]�}�v���������}�µ�v�š�Œ�]���•�U��
UW cannot execute any agreements with sanctioned countries without an assessment as to whether a 
license is required.  Any sponsored project involving a sanctioned country should be identifiable from 
responses to the Non-Fiscal Compliance Questions of an eGC1.  Other activities involving countries 
subject to OFAC sanctions are identified through various means, including 
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In some cases, Export Controls sends an e-mail questionnaire to the supervisor requesting additional 
information about research projects that the foreign person may be involved in, access to export-
controlled equipment, etc.  Based upon the responses to the questionnaire, Export Controls may notify 
the Office of Academic Personnel/International Student Services that no export license is required, seek 
an export license for the individual to have access to export-controlled equipment/data, or put in place 
a Technology Control Plan (see next section) for a specific research project.   
 
Persons from Sanctioned Countries: 
In addition to the above visa applications, Export Controls is also responsible for reviewing all visa 
applications, regardless of the type of visa, for foreign persons from countries subject to comprehensive 
sanctions.  It is expected that the majority of cases will not require an export license for the individual to 
study/work at UW.  However, it may be necessary to seek a license in some situations. 
 

F. Technology Control Plans  
 
In those rare situations where specific data is subject to export control regulations and therefore may 
not be shared with foreign persons, a Technology Control Plan may be put in place.  In general, a 
Technology Control Plan is not required for UW research projects because UW normally conducts only 
projects that qualify for the fundamental research exclusion. 
 
If the project or activity involves inputs that are export-controlled, but the research results remain 
eligible for the fundamental research exclusion5, the Principal Investigator will be primarily responsible 
for implementing and maintaining appropriate access controls so that a Foreign Person who is a part of 
the project team does not have access to information that the foreign person is not authorized to 
receive. The faculty member/researcher may be required to attest to implementation of such controls 
by completing a Technology Control Plan.  
 
A Technology Control Plan is drafted by Export Controls based on regulatory requirements, University 
policies, and research agreement language, as applicable.  Technology Control Plans address the nature 
of the restriction (e.g., foreign national restriction) and the steps required to be taken by the research 
team in order to ensure compliance with any contract terms and export control regulations.  The 
Technology Control Plan may address physical access, access to IT resources, and/or training 
requirements for the research group.  In all cases, the faculty member/researcher remains responsible 
for ensuring compliance with the provisions of the Technology Control Plan. 
 

G. Obtaining Export Licenses 
 
If a University community member determines, with the assistance of the Director, Export Controls, that 
a particular project or activity is subject to export controls and no exemption is available, the University 
community member is responsible for securing the items, software or technology against disclosure or 
transfer to any Foreign Person
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Training and Awareness 
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Monitoring and Auditing 
 

Internal Audits 
 
UW�[�•���K�(�(�]�������}�(��Internal Audit has authority to conduct reviews and audits of the export compliance 
program.  The reviews and audits may include a review of UW�[�•�����Æ�‰�}�Œ�š���‰�Œ�}�������µ�Œ���•�U�����•���Á���o�o�����•���•���o�����š������
export transactions and how University departments handled these transactions in relation to the 
compliance procedures.  The following areas may be reviewed in an audit: 

a. Screening practices 
b. International shipments 
c. Use of export licenses and license exemptions 
d. Corrective action procedures 
e. Deemed exports and release of technical data 
f. Compliance with the terms of TCPs 
g. Recordkeeping 
h. Other areas at the discretion of the Office of Internal Audit. 

 

External Audits 
 
In addition to audits performed by its Office of Audit and Compliance, UW may choose to periodically 
have an audit conducted by an outside auditor or third-party consultant. Audits may also be conducted 
or directed by the federal government.  

 

Reporting of Problems and Violations 
 

Internal Reporting 
 
UW community members working with export controlled equipment or technical data assume 
responsibility for conducting their activities in compliance with U.S. export control laws and 
regulations, as well as UW policies.   
 
Concerns related to violation of export control regulations must be reported to the institution for review 
and investigation.  They may be reported in one or more of the following ways: 

1) Raise the concern with a supervisor.  Supervisors, managers, 
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2. Cease activities  
In the event that it is determined that an export control violation has occurred, or is about 
to occur, the activities related to the violation must be ceased immediately.  Continuing to 
carry-out the activity after it has been identified creates the opportunity for continued 
violation of export control regulations, and commensurate penalties. 
 

3. Conduct investigation  
The Office of Research, ���š�š�}�Œ�v���Ç���'���v���Œ���o�[�•���K�(�(�]�����U and other University personnel may be 
involved in investigating the possible violation.  These personnel will determine the scope of 
t�Z�����]�v�À���•�š�]�P���š�]�}�v�����v�����]�����v�š�]�(�Ç���š�Z�����^�Á�Z�}�U���Á�Z���š�U���Á�Z���Œ���U���Á�Z���v�����v�����Z�}�Á�_���}�(���š�Z�����‰�}�•�•�]���o����
violation.  The investigatory team may prepare a report on the investigation for submission 
to the relevant University administrators and/or departments, including any corrective 
actions that have already been implemented, as well as additional recommended corrective 
actions.   
 

4. Inform stakeholders of possible violation 
UW personnel involved in the possible violation must be notified that an investigation of the 
possible violation has been launched and their assistance may be required during the course 
of the inquiry, unless doing so may impede the investigation. 
 

5. Disciplinary Action 
Members of the UW community who engage in illegal activity are subject to disciplinary 
action, up to and including termination of employment or student status, in addition to any 
penalties the federal government may impose.  

 

External Reporting (to Government Authorities) 
 

1. Internal Disclosure (Voluntary Self Disclosure) 
When a noncompliant event is determined to have occurred, University will determine whether 
a disclosure of the event to the relevant government authority is warranted, erring on the side 
of disclosure.  Such disclosures are considered a mitigating factor in any export enforcement 
administrative action.  In the event of an ITAR violation, the Empowered Official of the 
University has the legal obligation to disclose without University approval, as prescribed by law.   
 

2. Access to governmental hotlines 
The UW community is not discouraged from contacting federal authorities directly if an export 
violation may have occurred and University contacts have not pursued the issue. 
 

3. Penalties  
The penalties for export control violations can be severe, including personal civil liability, 
monetary fines, the denial of export privileges, and imprisonment. Penalties for the institution 
may include fines and debarment.  

 


	Export Controls Policy Statement
	Who Is Affected by This Policy
	U.S. Government Export Controls
	Definitions
	Management Plan Statement
	Procedures
	Export Controls Management Plan
	Export Controls and University Activities
	Responsible Parties

	Operational Procedures and Guidelines
	A. Shipment Review
	B. Review of Research Projects and Agreements
	C. Sanctioned Countries
	D. Restricted Party Screening
	E. Visa Review
	F. Technology Control Plans
	G. Obtaining Export Licenses

	Training and Awareness
	Recordkeeping
	Risk Assessment
	Monitoring and Auditing
	Internal Audits
	External Audits

	Reporting of Problems and Violations
	Internal Reporting
	Investigation of Potential Export Control Violations
	External Reporting (to Government Authorities)


